第一章 研究動機
1.1 前言
Steganography is the practice of encoding secret information in a communications channel in a manner such that the very existence of the information is concealed [1], [2]. Typically, in steganography, the secret information contains all the value, and the communications channel or vessel used to hide it is not of value in itself. In digital watermarking, however, the secret message (watermark) is of little or no value on its own, and vessel or communications channel (digital image or video) is of value. The effective coupling of the secret message to the image makes the watermarking technique effective [3], [4].

1.1.1 動機
The growth of new imaging technologies has created a need for techniques that can be used for copyright protection of digital images and video. One approach for copyright protection is to introduce an invisible signal, known as a digital watermark, into an image or video sequence.
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圖 1.1 A Generic watermarking system

第二章 文獻探討
The art of paper-watermarking has been invented in China for over a thousand years, while the paper watermarks did not appear until about 1282, in Italy. The marks were made by adding thin wire patterns to paper molds.

Szepanski [7] described a machine-detectable pattern that could be placed on documents for anti-counterfeiting purpose. Nine years later (1988), Holt et al. [10] described a method for embedding an identification code in an audio signal.

In 1988, Komatsu and Tominaga [11] first used the term digital watermark. Till early 1990s, the term digital watermarking really came into vogue.
Table 2.1 and Figure 2.1 are statistical table and histogram of the number of papers published on the watermark topic in IEEE Xplore and Elsevier database.
表 2.1 The Annual number of papers in watermark field on NCL
	
	1994
	1995
	1996
	1997
	1998
	1999
	2000
	2001
	2002

	NCL (R.O.C)
	0
	0
	2
	0
	23
	35
	65
	45
	-


Cox et al. (1997) proposed the similarity measure model which measures the similarity between the original and retrieved watermarks, it is define as follows:
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where 
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